IT Auditing Professional 

Job Title: IT Auditing Professional 

Job Description: Auditing an organization's technology process and security, these audits are a critical cheeks and balances system to ensure that organization employee are adhering to, and following, safety and security guide line as established by management 

Tasks & Responsibilities: 

· Plan for audit engagements 

· Review general controls, application controls, and Information security assessments 

· Support the establishment of and compliance with appropriate standards, procedures, and controls for information system. 

· Comply with Information Systems Auditing Standards as adopted by the Information Systems Audit and Control Association.  

· Serve in the interest of their employers, stockholders, clients and the general public in diligent, loyal and honest manner, and shall not knowingly be a part to any illegal or improper activities. 

· Maintain the confidentiality of information obtained in the course of their duties. The information shall not be used for personal benefit nor released to inappropriate parties. 

· Perform their duties in an independent and objective manner, and shall avoid activities which threaten, or may appear to threaten, their independence. 

· Maintain competency in the interrelated fields of auditing and information systems through participation in professional development activities. 

· Use due care to obtain and document sufficient factual material on which to base conclusions and recommendations.  

· Inform the appropriate parties of the results of audit work performed. 

· Support the educational of management, clients, and the general public to enhance their understanding of auditing and information systems. 

· Maintain high standards of conduct and character in both professional and personal activities. 

Academic Requirements: Bachelor's degree in Business, Computer Science, or Computer Engineering, with experience in accounting, the position requires heavy IT knowledge-experience or training. 

Technical skills, Capabilities and Experience: 

· At least (5) years' experience in auditing process. 

· Must possess the knowledge to effectively conduct different types of objective, ethically base audits using and interpreting applicable standards/requirements. 

· Must be able to develop and communicate an audit plan within a defined scope that identifies applicable standards, necessary personal, required documents and tools, and an audit agenda. 

· Must be able to effectively execute an audit plan. Including the opening meeting, performing the audit, and closing meeting using generally accepted auditing techniques and verifying, documenting, and communicating findings as appropriate for the audit. 

· Must be able to objectively present verified nonconformance to the audited standard and evaluate the effectiveness of the resultant follow-up/corrective action activities in an ethical and timely manner. 

· Must know and be able to apply basic auditing tools and techniques, and physical examination techniques. The CQA must also demonstrate a general knowledge of quality control tools, descriptive statistics, and applicable sampling theories. 

Required Certification and Training 

· Successful completion of the CISA examination 

· IT Auditing control or security experience 

· Code of professional ethics 

· Continuing education program 

Personal & Administrative Skills . 

· Excellent and fluent Arabic and English speaking as well as writing 

· Maintaining up-to-date knowledge required to preserve Auditing Certification validity. 

· Participate actively in conferences, workshop, seminars related to auditing activities and proficiency. 

